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AnHoTanus. CTaTbsi HCCleqyeT anmnapaTrHble OCHOBBI aJANTUBHOM 6€30MacCHOCTH — MOAXOAA K CO3JaHHIO
CHCTEM, apXUTEKTyPHO YCTOHUIMBEIX K arakaM. PaccMmarpuBarorcs kimodeBbie TexHosornu n3oisinuu (TEE, SEV, TPM)
1 UX MHTETPAIMs B aJaliTUBHBIE CUCTEMbI 6€30MacHOCTH. JlenaeTcs BBIBOZ 0 HEOOXOIUMOCTH KOMIUIEKCHOTO TIOX0/a,
COYETAIOIIErO allaparHble rapaHTUM ¢ JUHAMUYECKUM [IPOrpaMMHBIM aHAIIM30M U OpPKE CTpaLMeil.
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BBITIOJIHCHU A

1. BBenenue

OKCIIOHEHIIMANIBHBIA ~ POCT  CIOKHOCTH U
Macmtaba KuOepyrpo3 3acTaBisieT IOCTOSHHO
nepecMaTpUBarh YCTOSIBIIMECS MOXXOABI K 3alUTe

uHpOpMAIIUH. Knaccuueckue METO/BL
KHOepOe30MMacCHOCTH, OCHOBaHHBIC HAa CTATHYHBIX
nepuMeTpax u CHUTHATYPHOM aHanmuse,

OKa3bIBAIOTCS HEAOCTaTOYHO I(P(PEKTUBHBIMH JUIS
OTpa)XEHHsT COBPEMEHHBIX IeJIeBbIX arak. B
KauecTBe OTBeTa CQPOPMHUPOBAIACH aJaNTHBHAS
Mozenb 0e30MacHOCTH, OCHOBaHHAs Ha MPUHIIMIIE
«Ipeanosaraidl Hapymenue». E€ cyTb — He TOJIbKO
B IIPOTHO3UPOBAHUHU U MPEIOTBPAIIECHUH YTPO3, HO
U B IIOCTOSHHON TOTOBHOCTH K WHIOUACHTY: OHa
obecrieqyrBaeT HENPepbIBHbI MOHUTOPHHI, aHATIH3
TIOBE/ICHHS u KOHTEKCTHO-3aBUCHMOE
aBTOMATU3UPOBAHHOE pearupoBaHue JuLst
CIIEpP>KMBAHUS aTaKK 1 MUHUMU3ALMH yIiepOa naxe
BHYTPH YCIIOBHO CKOMIIPOMETHUPOBAHHOM Cpeabl.

B T10 Xe Bpems pa3BUBAacTCi  UHOW,
apXUTEKTYPHO-OPHUEHTUPOBAHHBIN BEKTOp,
KOTOPBIIf CTaBUT BO IVIaBy yIVIa HE pearupoBaHKe Ha
HapylleHue, a ero TIPUHIHITHATILHYIO
HEBO3MOXKHOCTB 32 CUET MPOEKTUPOBAHHSI CHCTEM,
YCTOMUYMBBIX K KOMIIPOMETAllMHd. OTOT ITOAXO,
W3BECTHBIN KaK KHOEPIMMYHHTET, YaCTO OTIMPACTCS
Ha TPUHIUIBI W30JISIIUU KOMITIOHEHTOB (CXOXKHE C
apxutektypoii MILS — Multiple Independent
Levels of Security and Safety [1]), MUHUMaNBEHBIX
MpUBWIIETHIT W BepuunupyeMoir Oe30MacHOCTH.
Takum oOpasom, ecnu ananThBHasE 0E30MIACHOCTh
JIelaeT CHUCTEMY YCTOWYMBOM K MOCIEICTBUSAM
B3JIOMa, TO KHOEPUMMYHHUTET CTPEMHTCS ClieNarh e€
APXUTEKTYPHO HEB3JIaMBIBAEMON.

B ocHOBe Takux cucTeM JeKar anmapaTHble
MEXaHM3MBI JOBEPHs U U30JIIIMU, OIHAKO 3alllUTa
oT KuOepyrpos MOXET JIOTIOTHATHCA
MIPOTPaMMHBIMU  CPEACTBAMH,  PEATH3YIOLINMHU
TIPUHIAIIEL H30JIMH 1 MUHUMU3AIMN T0OBEPEHHOM

BBIYUCIUTENHLHOMN 6a3bl, HarpuMep,
KNOepUMMYHHOH ONepaluOHHON CUCTEMOU
KasperskyOS #  W30THUpOBaHHBIMH  CpeJaMH
BemonHeHus: AWS  Nitro Enclaves. B crarbe

npoBomuTcs 0030p TexHonormit Trusted Execution
Environments (TEE), mmudpoBanus namsata AMD
SEV u cucreM u3MepeHHs IIEIOCTHOCTH Ha 0ase
TPM. Amnanusupyercss HUX poiab B CO3NaHUU
JIOBEPEHHBIX Cpel BBINOMHEHHS W O0ecredeHnn
JIOCTOBEPHON TEJIEMETPHH, KPUTHYECKH BaXKHOI
JUISl OPKECTpaIMU MEXaHU3MOB 0€30ITacHOCTH.

2. OcHOBHBIC anapaTHbIe
TEXHOJIOT MM U30JISI LU
NpUMeHNMBbIe I a1an TUBHOM
0e30MacHOCTH

Jnst mocTtpoeHus cucTeM 1O MpPUHLIUANAM
aJanTHBHOM 0e30I1aCHOCTH TpeOyeTcs
HCI0JIb30BaHHE ammnapaTHbIX TEXHOJIOTUI
HM30JAIMH — MEXAHW3MOB CO3JaHMs 3allUIEHHBIX
CpeZ BBITIOJIHEHUS. B Ti1aBe paccMarpuBaroTCs Tpu
kmoueBbix nomaxoma: TEE, apxurektypa Haven
u mudposanue namsitu AMD.

2.1 Trusted Execution Environment
Trusted Execution Environment — 53T0
anmaparHo HM30JHMPOBaHHAs 30HA B IPOIECCOPE,
o0ecrieynBaromas KOH(HUISHIINATHHOCTh
Y IIEJIOCTHOCTh KOJa © JaHHBIX Jake [pu
kommpomeraruin OC. TEE ucmonp3yer H3071uto
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(mampumep, Intel SGX) m kpunrTorpapmIecKyro
yOAJCeHHYI0 arTeCTAallHI0 Ul TIPOBEPKH CBOCH
KOppeKTHOCTH [2].

B pabote [3] paccmarpuBaercss MHOTOOOpasue
nonxonoB k peanuzauuu TEE B apxutektype
RISC-V, or mporpaMMHBIX pelreHuil (Hampumep,
Keystone), HCIIOJB3YIOIINX CTaHIapTHEIC
MEXaHU3MBI 3alIHUTHI, 10 APXUTEKTYP, TPEOYIOIIHNX
DIyOOKMX amnmaparHelXx Momudukanuii (Sanctum,
HECTOR-V). Dto pa3HooOpazne O0OBSICHACTCS
CTpEeMJIEHHEM K KOMIIPOMHCCY MEXIy CHIIOH

H30JISIIUH, MIPOM3BOAUTEIEHO CTHIO
Y MacIITabupyeMoCThI0. JIerKOBECHBIE MPOEKTHI
MOTYT OBITh YA3BUMBI K CIIO)KHBIM
MHUKPOAPXUTEKTYPHBIM  arakaM  TaKUM  Kak
Spectre [4], Torma kak Oosee 3alUIEHHbIE
CHCTEMBI TEPSIIOT B YHUBEPCATLHOCTH
Y IPOU3BOINTEIBHOCTH H3-3a TpeboBaHuit

K HECTaHJAPTHOMY 000pyIOBaHHIO.
2.2 Apxutektypa Haven

Apxutektypa Haven [5] pacummupser TEE,
moMerrag B aHkIaB SGX HE TOJIBKO MPIIOKEHHE,
Ho u MuHUManbHy0 OC (LibOS). 310 mo3Bossier
3amyckarb legacy-npuiokeHuss 0e3 H3MEHEHUid,

MOJIHOCTBIO H30JTTUPYS HX oT
CKOMIIPOMETHpOBaHHOM ocHOBHOH OC.
Jnst aJJalITUBHBIX CHUCTEM Haven

JEMOHCTPHPYET BAKHBIH TMPUHLUI: CO3IaHUE
JIOBEPEHHBIX KOHTEHHEPOB VIS CIOKHBIX pabodmx

Harpy3ok. OpHako, BBICOKOE  TOTpeOIEeHUE
anmaparHbIX ~ PEecypcoB M 3aBUCHMOCTb  OT
MHUKPOApXHUTEKTYpbl ~ OrPaHWYMBAIOT  NPSIMOE

TIPUMECHECHUE JTOU TEXHOJIOTHUH, TaK YTO OHA IICHHA
TOJIBKO B KQ4C€CTBEC HCCJ’IGZ[OBaTeJ'ILCKOfI MOICIIN.

2.3 ludposanue namsatu AMD

B ocHoBe TexHomormm AMD SME/SEY,
MPEICTABICHHON TIPYNION HCCleoBaTened W3
AMD [6], unexur muppoBaHHE [JAHHBIX B
OIlEepaTHBHON MaMsATH Ha ypoBHE mpoueccopa. SEV
MIPEAOCTABISICT KaKAO0W BHPTYaJIbHOH MalIHe
YHUKQJIBHBIA K04  IIHGPOBAaHUSA,  KOTOPBIH
TEHEepHPYETCsl M XPAHWUTCA BHYTPU 3aIIUIIEHHOTO
anmaparHoro MOy Tpoleccopa W HEIOCTYIEH
runepeu3opy. JlaHHple BHUPTYaJIbHOM MallMHbI
ABTOMATHYECKH mudpyrores
U pacIIu(pOBBIBAIOTCSA KOHTPOIJIEPOM IIaMSATH IIPU
oOpareHnu Kk O3y, qT0 o0ecrieunBaeT
KOH(HMICHIMATBHOCT JaXKe MPU KOMIIPOMETalUH
ranepsm3opa. IIpu stom Ga3osas Bepcust SEV He
obecrieynBaeT 3aIIUTY IEIOCTHOCTH JAaHHBIX,
KoTopasi peanm3yercs B pacmmpernsx SEV-ES
n SEV-SNP.

B koHTEkcTEe amanTUBHON OE€30IIaCHOCTH DTOT

MOAXOJ  CO3/aeT  JOMOJHUTEIbHBIH  Oapbep,
IIOBBIIIIAs CTOUMOCTE arax Ha
KOH(HICHIIHATHHOCTD. OmHako Ta”HHAsS

TEXHOJIOTHS 3allUTHl TTACCHBHA U YA3BUMa K arakam
Ha apXUTEKTYPHOM YPOBHE, TIOATOMY MOXET OBITh

HCIIOJb30BaHa KaK 4acTh Ooiee HII/IPOKOﬁ CHUCTEMBbI
MOHHUTOpHHIA U OTBETA.

3. ApXMTEeKTypHbI€ IOAXO0AbI K
aJanTHBHOM 0€30MaCHOCTH

B maBe  paccMarpuBarOTCsS  TOIXOMBI
K MOCTPOCHHIO aJIaITUBHBIX CUCTEM 0€30MacHOCTH
Ha apXUTEKTypHOM YpPOBHE. AHaIM3UpPYeTCs pOJb
anmapaTHbIX MEXaHHU3MOB (Takux Kak TPM) B
o0ecriedeHUr  JOBEPEHHOW  TeleMeTpud s
HEIMPEePBIBHOTO KOHTPOJISI LENOCTHOCTH, a TaKXe

OOCYXXZAfOTCSl NPUHOWIHATBHBIE  OTPaHWYCHUS
H30JIMPOBaHHBIX cpexn, TpeOyromux
JOTIOJIHUTENBHBIX ~ METOJOB  IMOBEAECHYECKOIO

aHaJIn3a J1sd 06Hapy)KCHI/I$I CKpI:ITI)IX yl"p03.
3.1 AxanTuBHBIE CUCTEMbI U3MEPEHU s

HEeJOCTHOCTH

AJlanTUBHBIE CUCTEMBI LIEJIOCTHOCTH HA OCHOBE
TCG, npennoxennsie Sailer et al. [7], ucrosb3yor
annaparibli - Momyns IPM g co3maHus
Kpunrorpaguyecku BepUPUIUPYEMON IETIOUYKH
U3MEpPEeHHH BCEX KPUTHYECKUX KOMIIOHEHTOB
CHCTeMBl C MOMEHTa €€ 3arpy3Ku. OJTo
o0ecrieurBaeT yIalIeHHYIO aTTeCTallioO U IPOBEPKY
COOTBETCTBHS STAJIOHY.

B KoHTekcTe amanTHBHOW 0€30MacHOCTH 3TH
HEMPEpPBbIBHBIC U3MEPEHHST CTAHOBSITCS KITFOYEBBIM
HCTOYHHKOM JIOBepeHHO# Tenmemerpuu. Cucrema
aHAM3UPYeT WX B  pealbHOM  BPEMEHH,
OOHapY)XHBasi HECAHKI[MOHUPOBAHHBIC W3MCHECHHUSI
¥ aBTOHOMHO 3aITyCKasi OTBETHbIC JCHCTBHS, TAKHE
KaK M30JIS1Hs y3I1a.

3.2 IIpoGJieMbI 0€30NACHOCTH AHKJIABOB

UccnenoBanue Schwarz et al. [8] mokazano, uto
3allIMIICHHbIe aHKJaBbl (Hampumep, Intel SGX)

MOTYT OBITh HCIIOJIb30BaHBl Uil CO3MAHUS
ckpbITHOrO  BpemoHocHoro IIO. Takoe TIIO
CTQaHOBUTCS HEBUAUMBIM JUI1  TPaJULUOHHBIX

CPEACTB 3allIUTBI, UCIIOJIB3YIOIINX aHAIU3 IMaMATH
WJIN CUTHaTyphbI. 910 JOKa3bIBACT, UTO allaparHas

H30JIALHA HE CaMOJI0CTaTOYHa. Jas
HPOTHBOACHCTBUSA HEo0X0IUMO BHEIIHEE
HaOJIOACHHE: aJlanTHBHbIE CHCTEMBI,
AQHAMBHUPYIOLINE aHOMAJIUHM B MOBENCHHU (CETb,
BBI30BEI API), MOTYT 00HApYXHUThH

3710yTIOTpeOeHe JOBEPEHHOM Cpemoit.

4. UuTerpanus annaparHom
H30JSIIUU B AJANITUBHBIE
CHCTeMBbI 0€30IIaCHOCTH

4.1 llpyHUMNIBI MHTETPALMHT
annapaTrHoi U30JsIHU

AHanmu3 PpacCMOTPEHHBIX padOT IIO3BOJIAET
BBIJCIIUTHh KIIFOYEBBIC TIPUHIMIIBI HWHTETpAuN
anraparHbIX MEXaHU3MOB H30JIAIINN B aJallITUBHBIC
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CHUCTEMBI 0€30IaCHOCTH:

. MHoroypoBHeBast HU30IALIHS:
KOMOWMHHUpOBaHUE Pa3MUYHBIX TexHomoruit (SGX,
SEV, TPM) muis co3maHus 3alIUTHEIX OapbepoB Ha
Pa3HBIX YPOBHSIX CHCTEMEI.

* JluHaMU4YecKas aTTeCTalus: HelpepbIBHAS

Bepu(HUKamMsi  MEJIOCTHOCTH  HM30JMPOBAHHBIX
KOMITOHEHTOB.
* ApanTMBHOE  YIpaBIE€HWE  JOCTYIIOM:

ABTOMATHUYCCKOC M3MCHCHUC IIpaB JdO0CTylla Ha
OCHOBC OLICHKH PUCKOB B pCaJIbHOM BPECMCHHU.

® OpKCCTpaIII/ISI 6630HaCHOCTI/IZ KOOpAWHAIUA
pa6OTLI pa3n1/1qm)1x MEXaHHU3MOB 3alllUThI qepe3
e}lI/IHyIO CI/ICTeMy ynpaBneHI/m.
4.2 PazpuTHe aganTHBHOM

0e30I1aCHOCTH KaK KHOepUMMYHHTETA

KubepumMmyHHnTET — 3TO  apXUTEKTypHAas
rapajgurma, MIPOCKTUPYIOLIast CHCTEMBI,
W3HA4YaJIbHO YCTOWYMBBIE K arakaM. [Ipm3HaBas
HEBO3MOXHOCTh a0COJIOTHOM 3allUTBI, TOAXOM
¢dokycupyer YCHITUS Ha KPUTHYECKUX
KOMITOHEHTaX, KOMITPOMETAIUs KOTOPBIX
HENOMyCTUMa. JTO  CTAaHOBUTCS  BO3MOXKHBIM
Gnaronaps UCIIOJIb30BaHUIO BCTPOEHHBIX
MEXaHU3MOB CTPOIroro pasneneHus
U KOHTPOJIUPYEMOTO B3aUMOJICHCTBHS BCEX
TIOJICHCTEM.

HckyccTBeHHBIE HWMMYyHHBIE cuCTeMEI (AlS)
MPUMEHSIOT OUOJIOTHYECKU TIPUHLIHI

pacrio3HaBaHHs «CBOH/4yxoit» (self/nonself) mms
obHapyxeHuss aHomammid B IT-cpemax. Kax
OTMEUeHO B 0030pe [9], apXuTeKTypa TaKuX CHCTEM
OCHOBBIBaCTCS ~ Ha  KONMPOBAaHUHM  JAaHHBIX
(aHTUTEHOB/AaHTUTEN), AaITOPUTMaX TeHepanuu
JICTEKTOPOB (HampuMep, HETaTHBHOW CEJIEKIINH)
Y 3BOJIIOI[IOHHOM ~MEXaHM3Me MUl ajanTaiyu
K HOBBIM yrposam. Iocnenyroniue
nccaenosanus [ 10] pa3sBuBaroT 3Ty TEMY, IpeIaras
KOHKPETHBIE apXUTEKTypHble pemieHust i IDS,
B/IOXHOBJICHHBIE MMMYHHOH CHCTEMOM, BKJIIOUast
WCIIOJIb30BaHUE HE TOJBKO TEOPHUHU «CBOH/TYKON»,
HO u Teopuu omacHoctH (Danger Theory).

B pabGote [11] moka3zaHo, Kak IPHHIMIIBI
KHOepUMMYHHTETA peann3yroTcs
B MHKPOCEPBUCHBIX ApXUTEKTypax. Ux
€CTeCTBEHHas] HM30JIALMSA KOMIIOHEHTOB caMa IIo

ceOe yBeTHMUMBaeT 0€30MaCHOCTh CUTEMBI, OJHAKO
JUIsl TIOBBIMICHHUS YCTOWYMBOCTU K KHOEpyrpo3am
HEOOXOAMMBI [IEHTPAJIM30BAHHBIC 3allIUIICHHbIC
MEXAHU3MBI. Takve  MEXaHM3MBI  JOJDKHBI
KOHTPOJIMPOBaTh BCE B3aUMOJACHCTBHUSI MEXIY
CepBHCaMH, MpeJOTBpalias  pacnpoCTPaHEHUE
arak¥ [Py KOMIPOMETAIIUU OJHOTO M3 HUX.

5. 3akaouenue

IlpoBeneHHBI aHANM3 MO3BOISET  CHENATh
BBIBOI O TOM, 4T0 O3()(eKTHBHAs ananTHBHASA
0e301MacHOCTh HE MOXET OBITh JOCTHTHYTa
HCKIIIOYUTENBHO 3a CYET MPOrpaMMHBIX PEUICHHI
U HaJICTPOEK HaJ CyIIECTBYIOIIEN
nHOpacTpykTypoil. CoBpeMeHHBIH ypOBEHb Yrpo3
TpeOyeT IepecMoTpa MapuipyTa IOCTPOCHUS
BBIYHMCIIUTEIBHBIX CHCTEM. KiroueBpim
HalpaBIEHHEM  CTAHOBUTCA  NPOEKTHPOBaHHE
0€30MacHOCTH Ha amMaparHOM YypOBHE, HA4YMHAas
C 3Tamna pa3paboTKH MUKPOCXEM U IIPOLIECCOPOB.

HeoGxonuMo 3aknajaslBaTh B apXUTEKTYPY
annaparHbIX KOMIIOHEHTOB CIELUATN3NpPOBaHHbIC
MEXaHM3MBl M30JIUH, JOBEPUS M HU3MEPEHHS
LIEIOCTHOCTH, TaKHE KakK 3allHWIICHHBIE CPEIbl
BBITIOJIHEHUS, Kpunrorpapudeckoe mudpopanue
MaMsTH Ha YpPOBHE IIpolleccopa M alaparHble
MOIYIH JOBepusl. BHenpeHne 3TMX MeXaHH3MOB

MIO3BOJISIET €o371aTh JOBEPEHHYIO
" BepupummpyeMyo 1uargopMmy, Koropas Oymer
criocobOHa MpeoTBpaaTh NPOHHKHOBEHUE
U TIPOTUBOCTOSATh yrpo3am B yKe

CKOMIIPOMETUPOBAHHOM cucteme. Takol moaxon
MO3BOJISIET rapaHTUPOBATh JIOBEPEHHOCTh
KPUTUYCCKN BaXHbIX KOMIIOHCHTOB a)]aHTHBHOﬁ
0€30IacCHOCTH — areHTOB MOHUTOPHHIA, CHCTEM
aHaIM3a M MEXaHHU3MOB aBTOMAaTH3HPOBAHHOTO
pearupoBaHusl. 310 Tpedyer TECHOTO
COTPYIHUYECTBA MEXKIY pazpaboTankamu
MHKPOIMPOLIECCOPHON TEXHUKH, MPOU3BOAUTEISIMU
anmnaparHbIX MIaTGOPM U apXUTEKTOpaMU CHCTEM
NpOrpPaMMHO# 0€30MacHOCTH.

[Tyonukanus BBINIOJIHEHA B paMKax
rocynapctBennoro 3amanus HUL «KypuaroBckuit
uHcTuTyT» - HUMCHU mo teme Ne FNEF-2024-
0003.
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Hardware foundations of adaptive security:
isolation technologies and their integration into
modern protection systems

S. 1. Zemkov, N. A. Grevtsev, P. A. Chibisov

Abstract. The article explores the hardware foundations of adaptive security—an approach to creating systems
that are architecturally resilient to attacks. It examines key isolation technologies (TEE, SEV, TPM) and their
integration into adaptive security systems. The conclusion emphasizes the necessity of a comprehensive approach that
combines hardware guarantees with dynamic software analysis and orchestration.

Keywords: adaptive security, hardware isolation, trusted execution environments
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